# Feeds de dados de HTTP

O feed de dados HTTP Transporter permite executar um GET ou POST para recuperar dados de um site HTTP ou HTTPS. Os dados são inseridos em estado bruto ou depois de manipulados na instância Archer.

Os arquivos de origem devem ser arquivos de texto delimitados, XML ou JSON. Você pode utilizar um XSLT para transformar dados XML em um formato consumível.
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## HTTP Transporter

O HTTP Transporter permite que um arquivo de origem externa com integridade e conteúdo desconhecidos possa ser trazido para os servidores do(a) Archer. Essa flexibilidade representa um possível vetor de ataque onde o risco associado deve ser aceito pelo cliente.

É recomendável desativar o HTTP Transporter se nenhuma necessidade dos negócios precisar dele. Se precisar usar o HTTP Transporter, é recomendável usar HTTPS, selecionar o Arquivo Zip como Tipo de arquivo e usar criptografia selecionando um Tipo de criptografia.

Um feed de dados HTTP Transporter pode ser configurado como um tipo de feed de dados padrão ou de transferência.

## Codificações fracas desabilitadas

**Importante:** Quando codificações fracas são desabilitados, o acesso a dados de um site HTTP ou HTTPS externo pode ser afetado. Se os dados forem provenientes de um site externo HTTP ou HTTPS, para que o feed de dados seja executado com sucesso, você deverá ter acesso ao site externo a partir do servidor que estiver executando os serviços.

Para obter mais informações sobre como desabilitar codificações fracas, consulte [Fortalecimento do host](../securityconfiguration/host_hardening.htm).

Utilize as seguintes tarefas para adicionar um feed de dados de HTTP:

* [Adicionando feeds de dados HTTP padrão](int_dfm_http_std_adding.htm)
* [Adicionando feeds de dados de HTTP do tipo Somente transporte](int_dfm_http_trnspt_adding.htm)